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Introduction

A MORE CONVENIENT AND
SECURE WAY TO SIGN IN ON 

WINDOWS DEVICES

THIS MANUAL DESCRIBES 
HOW TO SET UP YOUR 

SIGN-IN OPTIONS



Which sign-in options are available?

PIN FINGERPRINT FACIAL RECOGNITION

These options are optional and only possible on 
devices with a fingerprint scanner or a camera 
compatible with Windows Hello



What do you need?

YOUR WINDOWS 10 
FONTYS LAPTOP



This manual has 2 sections

Where to 
manage your

sign-in 
options?

I. 
Navigation

• PIN

• fingerprint

• facial 
recognition

II. Set up



Section I – Navigation to sign-in options



1. Select the Windows start icon 2. Select 



3. Select Accounts



4. Select Sign-in options



Section II – Set up a PIN

PIN
Setting up a PIN is mandatory in Windows Hello.



1. First select Windows Hello PIN 2. Select



3. Choose your PIN and enter it twice 4. Select 

• ciphers only
• minimum length: 6
• maximum length: 8



5. Your PIN has been set up

Now you can sign in 
with your PIN!



Section II – Set up fingerprint

FINGERPRINT

You can choose for setting up this sign-in option.

It is only possible on devices with a fingerprint scanner.
The menu informs you on the availability of this option.

Click here to 

skip this

option



Where to find the fingerprint scanner?

On most devices on the right side of the keyboard



1. Select Windows Hello Fingerprint 2. Select



4. Enter your PIN3. Select



5. Follow the instructions on the screen to scan your fingerprint



6. Your fingerprint has been scanned 7. Select  



8. Your fingerprint has been scanned

Now you can sign in by
using your finger!



Section II – Set up facial recognition

FACIAL RECOGNITION

You can choose for setting up this sign-in option.

It is only possible on devices with a camera compatible 
with Windows Hello Face. 
The menu informs you on the availability of this option.

Click here to 

skip this

option



1. Select Windows Hello Face 2. Select



4. Enter your PIN3. Select



5. Look directly at the camera



6. Facial recognition has been set up 7. Select  



8. Facial recognition has been set up

Now you can sign in with
facial recognition



You have completed the set up!

• Now you can sign in using the options you have set up

• Soon you will receive an email announcing the activation
of multifactor authentication

• After activation:

• your device will show a blue screen after sign in

• the system checks if your PIN complies to the
requirements

• the system will request a one time verification by 
Authenticator-app or by verification code via text
message



Only a password 
is no longer
sufficient!
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